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Swire Coca-Cola Privacy Policy 

(Revised since May 2024) 

Our Commitment to Protect Your Privacy 

Swire Coca-Cola (“SCC”, “we”, “our” or “us”) highly values your personal information 
and privacy and is committed to preserving the confidentiality and security of all 
personal information. When you use our services, you entrust us with your personal 
information. This Privacy Policy sets out the standards and expectations on SCC’s 
commitment to safeguarding your personal information in terms of what information we 
gather about you, how we use and process that information and who we give that 
information to. It also defines your rights in relation to your personal information and 
who you can contact for more information or queries.  

To ensure that you feel comfortable and confident about providing your personal 
information for us, please read this Privacy Policy carefully to understand how and why 
we collect and process your personal information.  

We will notify you when there are any changes to our Privacy Policy, including by 
posting the revised policy on our website. The changes will be effective from the date 
of posting. 

 

1. What this Privacy Policy covers and Who it applies to 

We recognise the indispensability of your personal information and are committed to 
protecting your privacy and handling your personal information in an open, transparent 
and secure manner. 

This Privacy Policy outlines how we will collect, handle, use, store, share and protect 
your personal information when you: 

(a) Making a purchase for our products and services; 
(b) Engaging with us in relation to employment or experience opportunities at 

SCC, including when you apply for a role with SCC or participate in any 
assessment programme relating to such a role; 

(c) Visiting and/or using our website;  
(d) Participating in our promotion events, activities, or register as our loyalty 

program member; 
(e) For commercial negotiations with customers/business partners, fulfillment 

of contracts, financial settlements 

This Privacy Policy covers our online and offline data collection activities, including 
Personal Information that we collect through various channels, such as websites, 
applications (apps), applets, e-commerce channels, third-party social networks, points 
of sale, and events. Please note that we may consolidate personal information 
collected from different sources (e.g., websites, offline events). Under specific 
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circumstances, we will provide a separated privacy notices, with detailed rationales 
and purposes that this Privacy Policy does not cover. 

 

2. What Personal Information we collect 

There are 4 broad categories of personal information held by us. They comprise of 
personal information contained in the following: 

A. Consumer Data including, but not limited to:- 

(a) Personal Information: full name, contact number, email address, delivery 
address; 

(b) Feedback after purchasing our products and services; 

(c) Personal interests and preferences. 

B. Employee records 

(a) Your personal information including but not limited to full name, National ID 
/ Passport Number, home address, date-of-birth, nationality, sexuality, phone 
number, and email address; 

(b) Other relevant data including but not limited to financial background, 
educational background, personal information of spouse and family members, 
and professional qualification. 

C. Customer/Business Partner Data  

(a) Your personal information, which is limited to the primary contact person as 
the communication channel for business interactions or activities, or for the 
customer to register an account on our customer portal, including but not limited 
to full name, contact number, email address, and delivery address.  

(b) Information collected from you about others in situations where you decide 
to invite a third party to conduct business with SCC. We will collect your and 
third party’s names, phone number and email addresses in order to make 
contact and follow up with the third party.  

(c) SCC may collect your identity card, bank card account number when it is 
used to process orders, provide customer/supplier services or make financial 
settlements. 

D. Sensitive Personal Information  

Under specific scenarios, we may also collect “sensitive”, or “special categories” of 
personal information that are fit for purpose, such as the following: 

(a) Unique Personal Identifier 
a. Social Security Number / Identification Number, 
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b. Passport Number, and 
c. Driver’s License Number 

(b) Medical and/or Healthcare data 
(c) Personal information revealing the following: 

a. Financial Data, 
i. Financial records 
ii. Credit/Debit card and, 
iii. Any other form of payment methods and their details 

b. Racial, 
c. Ethnic, 
d. Political opinions, 
e. Religious views, 
f. Philosophical beliefs, 
g. Trade union membership, or 
h. Sex life or orientation 

(d) Biometrics features and data, 
(e) Precise Geolocation data, 
(f) Criminal Records 

The above-mentioned definition are broad categories that can be found in multiple 
jurisdiction, under the specific circumstances, we will provide more detail under the 
specific privacy notice on the types of sensitive personal information, purpose and 
subsequent handling requirements that would be expected from us. An explicit consent 
would also be required if you wish to provide us with the sensitive personal information. 
If the provision of such sensitive personal information is mandatory for the purpose of 
collection, we will clearly indicate to you that the provision of this information is 
mandatory, and the consequences if you choose not to provide the relevant information. 

 

3. How we will collect and use your Personal Information 

We will primarily collect personal information directly from you, however, in some cases 
we may also collect your personal information indirectly from the following sources: 

(a) Recruitment agencies; 
(b) Background check providers; 
(c) Third party service providers that assist us to operate and run our business; 
(d) Publicly available sources such as business and employment-oriented 

social network services (such as LinkedIn) and jobs boards (such as 
JobsDB); 

(e) Insurance agencies. 
(f) SCC’s Affiliates, Subsidiaries, or Business Partners such as Coca-Cola 

Company Limited. 

Such collection from external sources will be notified and stated in the specific privacy 
notice prior to the engagement and collection from such sources. 
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We will collect and process your personal information primarily in the following 
scenarios: 

(g) Placing an order for any of our products or services; 
(h) Registering as a member online or mobile apps; 
(i) Completing any customer survey or provide feedback for us; 
(j) Submitting employment-related application online or via email and mobile 

apps; 
(k) Browsing or using our website via your browsers with cookies enabled; 
(l) Participating in our promotion events or activities 

 

4. Purposes of collecting your Personal Information 

SCC may use your personal information for the following purposes: 

A. For personal information collected from the consumer 

(a) To register our loyalty membership, promotion activities such as the lucky 
draw and other mini-apps, etc; 

(b) To provide our products and services for you, to contact you in relation to 
logistic arrangements of delivering the products and services to you, and to 
send you service-related communications; 

(c) To tailor and personalise our products and services to you, to better match 
your preferences and interests, and to provide or facilitate any special 
assistance you may have asked for; 

(d) To record and facilitate your payment for purchasing our products and 
services;  

(e) To carry out your instructions, to respond to your enquiries, and to provide 
customer services and assistance; 

(f) To notify you about our new products, special offers and other special 
promotions with your explicit consent; 

(g) To perform investigation, research or statistical analysis in order to improve 
our products and services, and benefit our customer; 

(h) To ensure safety and security of our consumers, and to undertake any 
necessary activities during emergency events; or 

(i) To comply with any legal, governmental or regulatory requirements in 
relevant jurisdiction including but not limited to verifying and processing 
payment, screening against fraud, screening against abusive purchasing, 
money laundering and other criminal or unlawful activities. 

B. For personal information collected from customer/business partners  

(a) To conduct business activities, to contact you in relation to communicating 
about the products, services and relevant requests, and maintain the 
business relationships; 

(b) To process payment instructions; 
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(c) To conduct customer surveys; or 
(d) To access customer portal and provide corresponding services. 

C. For personal information collected from employees 

(a) To undertake recruitment activities, such as processing your employment 
application and checking for any existing or potential conflicts of interest or 
any other restrictions which may otherwise restrict or prevent employment 
with any entity of SCC; 

(b) To undertake matters relating to or in connection with your employment 
including but not limited to the purposes of payroll, benefit, administration, 
transfer and other career-related matters such as transfer of employment 
and secondment, promotion and career development activities; 

(c) To conduct reference check with previous employers; or 
(d) Any other purposes directly or indirectly relating to the compliance by SCC 

or any of the employment or statutory obligations. 

D. For personal information collected via our websites and mobile apps/mini programs 

(a) To manage and improve any services provided via our websites and mobile 
apps/mini programs; 

(b) To manage and improve our websites and mobile apps including drawing 
up statistics on the usage of our websites and mobile apps/mini programs; 

(c) To tailor the content of our websites and mobile apps/mini programs to 
provide you with a more personalized experience and draw your attention 
to information about products and services that may be of interest to you; 

(d) To manage and respond to any request you submit through our websites 
and mobile apps/mini programs; or 

(e) To help us learn more about you, the products and services that you receive, 
and other products and services that you might be interested in receiving. 

We will notify you when there are any changes to our purpose of collecting your 
personal information, we might need to re-obtain your consent if there is any alteration 
beyond the processing purpose as mentioned above. 

 

5. Who we share your Personal information with 

To facilitate the purposes mentioned in 4. Purposes of collecting your Personal 
Information, we may transfer, disclose, grant access to or share your Personal 
Information under specific scenarios, with third-parties for the following purposes 
(whether within or outside the country in which you are located): 

(a) Third-party service providers engaged by us to assist with providing you with 
our products and services; 

(b) Third-party service providers engaged by SCC to assist processing your 
Personal information such as payroll providers, background check providers or 
recruiters; 
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(c) Includes, but is not limited to, SCC's direct and indirect subsidiaries, holding 
companies, and affiliates or related companies as shown in the links below; 
Other business partners such as website, mobile app and loyalty programme 
operators; 

https://www.swirecocacola.com/en/Our-Business/Franchise-Territories.html  

(d) Marketing partners who provide marketing services or conduct marketing or 
social interaction activities including campaigns, contests, sweepstakes, 
market research, customer surveys and data analytics; 

(e) Credit reference agencies, credit, debit and/or charge card companies and/or 
banks; or 

(f) Law enforcement agencies, government and regulatory bodies, and other 
organisations. 

Details of such external sharing of personal information would be specified in the 
individual Privacy Notice(s) or Personal Information Collection Statement(s) prior to 
your collection. Depending on your region, explicit consent may be required for such 
processing or sharing to take place. 

We may also share aggregated data, provided that your identity will be sanitized and 
unable to be reidentified, with third parties for the specified purposes, and to better 
understand your needs to improve our products and services. 

As SCC cannot control the privacy practices and data protection policies of third parties 
that are not subject to this Privacy Policy. SCC will conduct due diligence such as 
inclusion of contractual terms in the respective agreements, conduct periodic 
assessment(s) and audit(s) with such third-parties. When we share your personal 
information with the respective third-parties, you are also encouraged to read the 
Privacy Policy of such third-parties. 

In the following cases, the collection, use, processing, sharing, transfer and public 
disclosure of your personal information do not require your prior authorized consent: 

a) Related to national security, national defense security; 
b) Related to public security, public health, public interest; 
c) Related to crime investigation, prosecution, trial and judgment execution; 
d) Out of the maintenance of your or other individuals' lives, property and other 

important legitimate rights and interests, but it is difficult to get my consent; 
e) Personal information that you have disclosed to the public on your own, or 

that has been legally disclosed; 
f) Personal information collected from legitimate publicly disclosed information, 

such as legitimate news reports, government information disclosure and other 
channels; 

g) Entrusted by us to handle your personal information; 
h) Necessary to maintain the safe and stable operation of the products or 

services provided, such as the discovery and disposal of product or service 
malfunctions; 
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i) Necessary for legitimate news reporting; 
j) Necessary for an academic research organization to conduct statistical or 

academic research in the public interest, and to provide the results of 
academic research or descriptions to the public, and to de-identify the 
personal information contained in the results; or 

k) In other cases where your authorized consent is not required under applicable 
law. 

We will never use, share, or sell your personal information for purposes other than 
those stated above (or those stated in our Personal Information Collection Statement 
at the time of collection) without your consent. 

6. Use of Personal information in Personalized Recommendations 

We will not use your personal information for marketing and promotional purposes 
unless we have obtained your explicit and prescribed consent, including but not limited 
to: 

 For sending or showing you updates on latest news, offers and promotions in 
connection with our products and services 

 For sending or showing you joint marketing offers about our products and 
services; or  

 For tailoring and tracking your interactions with advertisements and links from 
third-party websites to our website. 

You may unsubscribe or opt-out of receiving such direct marketing communications 
from us by contacting us as set out in 12. Your rights and contacting us. 

 

7. Use of Cookies on Swire Coca-Cola websites 

SCC website will use cookies which, among other things, help us to improve your 
experience of our websites and to ensure that they perform as you expect them to.  
For detailed information on how we use cookies and the purposes for which we use 
them, please see our Cookies Policy. 

 

8. Transmission, storage and security of your Personal Information 

We use a range of physical, technical and managerial safeguards to protect your 
personal information in accordance with the requirements of information protection 
legislation and ensure that we keep your personal information secure, accurate and 
up to date. These measures include: 

 Education and training to relevant staff to ascertain that they are aware of corporate 
privacy obligations when handling and processing personal information; 

 Administrative and technical controls to restrict access to personal information on 
a need-to-know and need-to-have basis; 



Public 

 Technological security measures, including but not limited to firewalls, encryption, 
data anonymization and anti-virus software; and 

 Physical security measures, such as staff security badges to access our premises  

Since no system or platform is impenetrable, and no information provided over the 
Internet is completely secure, therefore we could not guarantee the security of any 
information you transmit to us or receive from us over the Internet. However, SCC will 
take due care in updating our latest practices to ensure that the most appropriate forms 
of protection have been instilled. 

 

9. Usage of your Personal Information for Statistical Analysis 

We may also use your personal information to analyse our customers’ and consumers’ 
preferences to establish market trends and derive insights. This may involve combining 
personal information that we hold about your purchased records with information that 
we have collected about your web usage. Similar to 5. Who we share your Personal 
Information with, the aggregated data that are used for statistical analysis are not 
personally identifiable. In the unfortunate event of a personal information security 
incident, we will, in accordance with the requirements of local laws and regulations, 
promptly inform you of: the basic situation and possible impact of the security incident, 
the disposal measures we have taken or will take, the suggestions you can 
independently take to prevent and minimize the risk, and the remedial measures for 
you. We will promptly inform you of the situation related to the incident by email, letter, 
phone call, push notification, etc. When it is difficult to inform the subject of personal 
information one by one, we will take a reasonable and effective way to make a public 
announcement. At the same time, we will also take the initiative to report the handling 
of personal information security incidents in accordance with the requirements of local 
regulatory authorities. 

 

10. Retention of your Personal Information 

Your personal information will be retained for as long as the purpose(s) for which it 
was collected and any other permitted associated purpose(s). Our retention periods 
are based on the the minimum time necessary to achieve the purpose of the authorized 
use, beyond the above-mentioned period of storage of personal information, your 
information will be irreversibly anonymized or securely disposed of once the purpose 
of collection has been fulfilled, unless it is necessary to extend the retention period with 
your consent or otherwise in accordance with applicable laws and regulations. 

 

11. How your Personal Information is transferred globally 

In principle, personal information collected will be processed, accessed or stored in 
the country in which you are located or country/region where SCC or its affiliates, 



Public 

subsidiaries, service providers or business partners operates or functions at. As we 
provide our products and services through resources and servers throughout the world, 
this means that we may export your personal information outside of your country with 
legitimate reasons. These jurisdictions may have different data protection laws. In such 
circumstances, SCC will take measures to ensure that data is processed as required 
by this Privacy Policy and applicable laws. We will ensure that all transfers of your 
personal information will be protected with appropriate security measures.    

 

12. Your rights and contacting us 

You control the personal information shared with us, and have the right to exercise any 
of your entitled Data Subject Rights based on the respective jurisdiction or statutory 
requirements within the specific region. As such Data Subject Rights differ from 
different jurisdiction, please refer to the Appendix for more details. 

If you wish to exercise any of your Data Subject Rights, please contact us at: 

(1) Chinese Mainland 
Data (Privacy) Protection Office (Chinese Mainland) 
8/F, No. 41 Caihe Road, Shangcheng District, Hangzhou, China 
dppocn@swirecocacola.com  
 
(2) HKSAR, Taiwan Region and other countries 
Data Privacy Protection Office 
33/F, Dorset House, Taikoo Place, Quarry Bay, Hong Kong 
dppo@hk.swirecocacola.com  
 
SCC may request additional personal information from you when responding to such 
request to ensure the authenticity and validity of such request. We will make every 
endeavour to ensure that the compliance and respondence of such request are done 
within the period set under the statutory requirements within the specific region. 

A reasonable amount of fee may also be charged for the processing of any data subject 
request. You are also entitled to the right for raising complaint(s) about our data 
processing activities to regulatory bodies in your jurisdiction.  

 

13. Changes to this Privacy Policy 

This Privacy Policy does not extend to third-party websites that may be linked from our 
website, or from any other broadcast affiliated with us. 

We may amend this Privacy Policy from time to time. For material changes, we will 
also provide a more prominent notice (we will indicate the specific changes to the 
Privacy Policy by means including, but not limited to, email, text message, or a special 
notice on the page you are viewing). 
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Material changes within the meaning of this Privacy Policy include, but are not limited 
to: 

- A material change in our service model. Major changes in our service model, such 
as the purpose of processing personal information, the type of personal information 
processed, and the way personal information is used; 

- Significant changes in our ownership structure, organizational structure, etc.. Such 
as changes in ownership due to business restructuring, bankruptcy and mergers and 
acquisitions, etc; 

- Changes in the main targets of sharing, transferring or publicly disclosing personal 
information; 

- Significant changes in your rights to participate in the handling of personal information 
and how you exercise them; 

- Changes in the department responsible for handling personal information security, 
contact information and complaint channels;



 

Public 

Swire Coca-Cola Privacy Policy – Appendix 

This Appendix applies if you are based in the following countries/regions during your 
interactions with us. We will process your personal information in compliance with 
applicable laws and regulations. The contents of the Appendix are subject to change in 
accordance with the applicable laws and regulations of each jurisdiction. 

1. China 

1.1 Chinese Mainland 

1.1.1 Transference of Persona Information overseas, or to external parties 

By referring to 5. Who we share your personal information with, and 11. How your Personal 
Information is transferred globally, SCC will obtain your individual consent before 
collecting your personal information personal information as well as take measures such 
as security assessment, certification of personal information protection by a professional 
organization, or entering into a contract with an offshore recipient in accordance with the 
standard contract established by the national Internet information department to comply 
with the legal conditions for providing personal information offshore. 

 
1.1.2 Children 

Other than the information required to complete a purchase, we do not knowingly collect 
personal identifiable information from children under the age of 14. If we learn that we 
have collected Personal Information from a child under the age of 14, we will take 
reasonable steps to delete that information. Where required by applicable law, we may 
ask a parent or guardian for consent before we provide a product or service to a minor. 

 
1.1.3 Purposes of collecting your Personal information  

In connection with our business, we will use your personal information to make various 
decisions about you and your eligibility to access our services, to prevent abusive use of 
our services, to ensure the security of our systems, or to detect fraud. Some of these 
decisions may be taken on an automated basis including, by matching your personal 
information against information in certain risk models that we have created based on the 
behaviour of other individuals and using your personal information to further enhance such 
models. Under certain circumstances, you may have the right to restrict how we process 
your personal information for these decision-making process. 

 
1.1.4 Your Data Subject Rights 
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Please note that your exercise of these rights is subject to limitations and we may reject 
your request. 

Right to know, access and correction: You may access the information we 
maintain about you.  You may request access to correct any errors in your personal 
information. 

Deletion: You may request that we delete your personal information.  Please note, 
we may be required by legal or other reasons to retain your personal information. 

Withdraw consent: You may request to withdraw any previously provided consent. 
We may require you to furnish specific information that would assist us with 
complying to such request. 

Portability: You have the right to obtain a copy of your personal information. 
Where technically feasible and where data interfaces have been matched, we may 
also transfer copies of your personal information directly to third parties nominated 
by you at your request. 

Restrict Automated Decision Making and Opt-Out from Personalization: You 
may request to opt-out from any personalized content from specific platforms or 
services. 

Delete Account: After you voluntarily cancel your account, we will stop providing 
you with products or services and delete or anonymize your personal information 
as required by applicable law. 

For you or possibly your guardian, next of kin and other entitled subjects to make the 
above requests to us, as well as your related personal information rights under the laws 
of the People's Republic of China and other applicable laws, you may contact us through 
the contact information proposed below, and we will respond within 15 business days.  

For security purposes, you may be required to provide a written request or otherwise prove 
your identity. We may ask you to verify your identity before processing your request. 

In principle, we do not charge a fee for your reasonable requests, but for requests that are 
repeated multiple times and exceed reasonable limits, we will charge a fee for certain 
costs, as appropriate. We may refuse requests that are unnecessarily repetitive, require 
excessive technical effort (for example, to develop new systems or fundamentally change 
existing practices), pose a risk to the legal rights of others, or are highly impractical (for 
example, involving the backing up of information stored on magnetic tapes). We will not 
be able to respond to your request in the following cases:  

1) In connection with the fulfilment of the obligations of the controller of personal 
information under laws and regulations;  
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2) Directly related to national security and national defense security;  

3) directly related to public safety, public health, or significant public interest;  

4) It is directly related to criminal investigation, prosecution, trial and execution of judgment;  

5) Where the controller of the personal information has sufficient evidence to show that 
the subject of the personal information has subjective malice or has abused his/her rights;  

6) For the purpose of safeguarding the life, property and other significant legitimate rights 
and interests of the subject of the personal information or other individuals, but it is difficult 
to obtain the consent of the individual;  

7) When responding to the request of the subject of personal information will result in 
serious damage to the legitimate rights and interests of the subject of personal information 
or other individuals or organizations;  

8) Where trade secrets are involved 

1.2. Hong Kong Special Administrative Region 

1.2.1 Your Data Subject Rights 

Please note that your exercise of these rights is subject to limitations and we may reject 
your request. 

Access and correction: You may access the information we maintain about you.  
You may request access to correct any errors in your personal information. 

Withdraw: You may request to withdraw any previously provided consent. We may 
require you to furnish specific information that would assist us with complying to 
such request. 

 

1.3. Taiwan Region 

1.3.1 What Personal Information we collect 

We will collect and handle sensitive Personal Information, for example, when we handle 
requests for special medical or access assistance or your specific dietary requirements 
that may indicate your health issues. We will ask you for your written consent when 
collecting and handling this type of Personal Information, unless we are otherwise 
permitted to collect, process or use such Personal Information under Taiwan Region 
Personal Information Protection Law. 

 
1.3.2 How we will collect and use your Personal Information 
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Your Personal Information may be used in electronic form and/or hard copy form or in any 
appropriate manner. 

 
1.3.3 Your Data Subject Rights 

Please note that your exercise of these rights is subject to limitations, and we may reject 
your request. 

Access and correction: You may access the information we maintain about you.  
You may request access to correct any errors in your personal information. 

Deletion: You may request that we delete your personal information.  Please note, 
we may be required by legal or other reasons to retain your personal information. 

Withdraw: You may request to withdraw any previously provided consent. We may 
require you to furnish specific information that would assist us with complying to 
such request. 

Restrict: You may request to restrict the usage of your personal information to 
specific purposes or scenarios. 

In addition to the above, you have the right (subject to exceptions and in 
accordance with Taiwan Region Personal Information Protection Law) to request 
a copy of your Personal Information held by us or require us to delete or cease the 
collection, processing or use of your Personal Information. You may exercise these 
rights by contacting our Data Privacy Protection Office. 

 

2. United States of America (California) 

2.1 California Privacy Rights 

Under California Civil Code sections 1798.83-1798.84, California residents are entitled to 
request a notice that identifies the categories of Personal Information which we share with 
our affiliates and/or third parties for marketing purposes and provides contact information 
for such affiliates and/or third parties. If you are a California resident and would like a copy 
of this information, please submit a written request by contacting us at the contact details 
in 12. Your rights and contacting us. 

 
2.2 Children 

Other than the information required to complete a purchase, we do not knowingly collect 
personal identifiable information from children under the age of 13. If we learn that we 
have collected Personal Information from a child under the age of 13, we will take 
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reasonable steps to delete that information. Where required by applicable law, we may 
ask a parent or guardian for consent before we provide a product or service to a minor. 

 
2.3 Your Data Subject Rights 

You may have additional rights and choices regarding how we process your personal 
information.  Those additional rights and choices are listed below. 

We reserve the right to verify your identity in connection with any requests regarding 
personal information to help ensure that we provide the information to the individuals to 
whom it pertains and allows only those individuals or their authorized representatives to 
exercise rights with respect to that information.  We will try to comply with your request as 
soon as reasonably practicable. 

Please note that your exercise of these rights is subject to limitations and we may reject 
your request. 

Access and correction: You may access the information we maintain about you.  
You may request access to correct any errors in your personal information. 

Deletion: You may request that we delete your personal information.  Please note, 
we may be required by legal or other reasons to retain your personal information. 

Withdraw: You may request to withdraw any previously provided consent. We may 
require you to furnish specific information that would assist us with complying to 
such request. 

Portability: You may request that your personal information to be transferred to 
another Data Controller. When exercising such right, kindly provide details on what 
specific data set that you wish to transfer, as well as the target audience. 

Do Not Sell My Personal Information: To the extent that we sell customer data, 
you may have the right to direct us to stop selling your personal information if we 
are doing so. 

Limit the use of Sensitive Personal Information: You may request to limit the 
use of Sensitive Personal Information to a limited set of purpose. 

Please contact us using the contact details in 12. Your rights and contacting us of this 
Privacy Notice if you would like to exercise any of these rights or request more information.  
Where required by applicable law, we will notify you if we reject your request and notify 
you of the reasons why we are unable to honour your request. 

 
2.4 Use of Cookies on Swire Coca-Cola websites 
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In relation to web browser-based do-not-track (“DNT”) signals, because there is not yet a 
consensus on how companies should respond to web browser-based DNT mechanisms 
in Europe, the US and California, we do not explain how we respond to web browser-
based DNT signals at this time. 

3. Viet Nam 

3.1 Children 

We do not knowingly collect personally identifiable information from children under the 
age of 16, except for information necessary to complete a purchase. If we learn that we 
have collected personal information from a child under the age of 16, we will take 
reasonable steps to delete that information. Where required by applicable law, we may 
obtain parental or guardian consent before providing products or services to minors. 

3.2 Your data subject rights 

Please note that your exercise of these rights is subject to limitations, and we may refuse 
your request. 

Access and Correction: You can access the information we maintain about you. 
You may request access to correct any errors in your personal information. Please 
note that we may need to restrict you from correcting your personal information for 
legal or other reasons, in which case we will provide the requested correction 
request with reasons for not correcting the data as requested within 72 hours of 
the request. 

Deletion: You may request that we delete your personal information. Please note 
that we may need to retain your personal information for legal or other reasons. 

Withdrawal of Consent: You may request that any previously provided consent 
be withdrawn. We may ask you to provide certain information that will help us to 
comply with such request. 

Restrictions: You may request that the use of your personal information be 
restricted to specific purposes or scenarios. 

3.3 Transferring Personal Information Overseas or to Outside Parties 

By referring to 5. Who We Share Your Personal Information With and 11. How Your 
Personal Information is Transferred Globally, SCC will obtain your consent before 
transferring your personal information across borders, ensure that the recipient country 
implements the same or a higher level of data protection, and obtain the written approval 
of the Vietnam Personal Information Protection Committee. 


